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Online Safety Policy 2017


We believe that ICT / Computing is at the heart of the curriculum, empowering children with a toolkit of skills to prepare them for the next stages in life.  We recognise the Online Safety issues and plan accordingly to ensure appropriate, effective and safe use of electronic communications. 

The school aims to provide the right balance between controlling access to the Internet and technology, setting rules and boundaries and educating students and staff about responsible use. The school understands that children and staff cannot be completely prevented from being exposed to risks both on and offline. Children are empowered and educated so that they are equipped with the skills to make safe and responsible decisions as well as to feel able to report any concerns. All members of staff are aware of the importance of good Online Safety practice in the classroom in order to educate and protect the children in their care. Members of staff are expected to manage their own professional reputation online and demonstrate appropriate online behaviours compatible with their role. It is crucial that all staff are aware of the offline consequences that online actions can have.

· The school has appointed an Online Safety Coordinator (Mr C. Ives) who liaises closely with the Safeguarding co-ordinator (Mrs E. Cox).
· The Online Safety Policy and its implementation will be reviewed annually.
· Our Online Safety Policy has been written by the school, building on government guidance.
· Our School Policy has been agreed by the Senior Leadership Team and approved by governors.
· The Governor Safeguarding team with discuss Online Safety issues on a regular basis.

Related Policies
Safeguarding
Behaviour
Code of Conduct
Data Protection
Whistleblowing
Allegations
Curriculum

Policy approved by Head Teacher: ……………………………………...…..… Date: ………………………..

Policy approved by Governing Body: ……………………………………….. (Chair of Governors) 

Date: …………………….… 

The date for the next policy review is:  Autumn 2018

Teaching and learning
· Internet use is part of the statutory curriculum and is a necessary tool for learning.
· The Internet is a part of everyday life for education, business and social interaction.
· The school has a duty to provide pupils with quality Internet access as part of their learning experience.
· Pupils use the Internet widely outside school and need to learn how to evaluate Internet information and to take care of their own safety and security.
· The purpose of Internet use in school is to raise educational standards, to promote pupil achievement, to support the professional work of staff and to enhance the school’s management functions.
· The school’s Internet access will be designed to enhance and extend education.
· Pupils will be taught what Internet use is acceptable and what is not and given clear objectives for Internet use.
· The school will ensure that the copying and subsequent use of Internet-derived materials by staff and pupils complies with copyright law.
· Access levels to the Internet will be reviewed to reflect the curriculum requirements and the age and ability of pupils.
· Staff should guide pupils to online activities that will support the learning outcomes planned for the pupils’ age and ability.
· Pupils will be educated in the effective use of the Internet in research, how to locate, retrieve and evaluate knowledge safely.
· Pupils will be taught to acknowledge the source of information used and to respect copyright when using Internet material in their own work.
· Pupils will be taught to be critically aware of the materials they read and shown how to validate information before accepting its accuracy.
· Pupils will use age-appropriate tools to research Internet content.
· The evaluation of online materials is a part of teaching and learning in every subject and will be viewed as a whole-school requirement across the curriculum.

Curriculum Objectives
· The curriculum includes clear learning objectives that are taught and assessed in order to give children the ability to connect with others safely and respectfully, understanding the need to act within the law and with moral and ethical integrity.
· Key Stage One opportunity: Communicate safely and respectfully online, keeping personal information private and recognise common uses of information technology beyond school.
· Key Stage Two opportunity: Describe how internet search engines find and store data; use search engines effectively; be discerning in evaluating digital content; respect individuals and intellectual property; use technology responsibly, securely and safely.
· Milestone One (Year 1 and 2) – To connect: Participate in class social media accounts; Understand online risks and the age rules for sites.
· Milestone Two (Year 3 and 4) – To connect: Contribute to blogs that are moderated by teachers; Give examples of the risks posed by online communications; Understand the term ‘copyright’; Understand that comments made online that are hurtful or offensive are the same as bullying; Understand how online services work.
· Milestone Three (Year 5 and 6) – To connect: Collaborate with others online on sites approved and moderated by teachers; Give examples of the risks of online communities and demonstrate knowledge of how to minimise risk and report problems; Understand and demonstrate knowledge that it is illegal to download copyrighted material, including music or games, without express written permission, from the copyright holder; Understand the effect of online comments and show responsibility and sensitivity when online; Understand how simple networks are set up and used.
Data Protection, Security and Safeguarding
The Schools broadband is protected by a firewall and filtering via TSS. 
· The security of the school information systems and users will be reviewed regularly.
· Virus protection will be updated regularly.
· Confidential information / personal data sent over the Internet or accessed off site will be password protected (through Google email accounts and Google Drive).
· Remote access to the school server will be via a safe system (Cisco).
· The use of user logins and passwords to access the school network will be enforced.
· Personal data will be recorded, processed, transferred and made available according to the Data Protection Act 1998.
· Data is protected with secure username and password.
· Websites are strategically allowed or blocked using Smoothwall.
· If staff or pupils discover unsuitable sites, the URL will be blocked by TSS Services. 
· The School filtering system will block all sites on the Internet Watch Foundation (IWF) list via Smoothwall.
· Any Online Safety issues are reported directly to the Safeguarding Coordinator as per the Safeguarding Policy.
· Teachers work closely with the designated safeguarding lead to ensure all safeguarding incidents online are dealt with following the schools safeguarding procedures.

Key Responsibilities of the Online Safety Lead
· Work closely with the Designated Safeguarding Lead to ensure any online safeguarding incidents are investigated following the schools safeguarding procedures
· Act as a named point of contact on all online safeguarding issues and liaising with other members of staff and other agencies as appropriate.
· Keep up-to-date with current research, legislation and trends regarding online safety.
· Coordinate participation in local and national events to promote positive online behaviour
· Ensuring that online safety is promoted to parents and carers and the wider community
· Work with stakeholders to ensure that data protection and security meets current legislation
· Monitor the school online safety incidents to identify gaps and use the education response to reflect need.
· To report to school leadership team any concerns about online safety.
· Lead an online safety team with Digital Leaders (year 5 and 6) to further promote good online safety practice.
Key Responsibilities of Staff
· Contribute to the development of online safety policies.
· Read and accept the Acceptable User Policies (AUPs).
· Take responsibility for the security of school systems and data
· Have an awareness of a range of different online safety issues and how they may relate to the children in their care.
· Model good practice when using new and emerging technologies
· Embed online safety in curriculum delivery wherever possible.
· Identify individuals of concern and take appropriate action by following school safeguarding policies and procedures.
· Know when and how to escalate online safety issues.
· Be able to signpost to appropriate available support.
· Maintain a professional level of conduct in their personal use of technology both on and off school site.

Electronic Communication
· Pupils have monitored access to approved communication systems, which are rigorously monitored and used, only for school purposes.
· Pupils must immediately tell their teacher if they receive offensive email.
· Pupils must not reveal personal details of themselves or others in email communication, or arrange to meet anyone without specific permission from an adult.
· Staff will only use official school provided email accounts to communicate with pupils and parents/carers, as approved by the Senior Leadership Team.
· Text messages will be sent using the appropriate system and always in a professional context. 

Social Networking and Publishing
· The school website will comply with the school’s guidelines for publications including respect for intellectual property rights, privacy policies and copyright.
· Images will only be published where parental consent has been given.
· Pupils’ full names will not be used when publishing unless explicit permission from parents has been granted, particularly in association with photographs.
· Images or videos that include pupils will be selected carefully. For example, only images of pupils in suitable dress will be used in order to reduce the risk of inappropriate use.
· Images of learning are shared via the authorised school Twitter accounts and can also be accessed on the school’s Facebook page and the school website. 

Children’s Use of the Internet 
· The school will control access to social media and social networking sites.
· Pupils will be advised never to give out personal details of any kind, which may identify them and/or their location.
· Blogs will be password protected and moderated by members of staff (KidBlog). 
· Videoconferencing will always be prearranged with the organisation involved and always supervised by a teacher. 

Mobile Technology Management
· Mobile devices will be used for educational benefit. 
· Guided access (locking children into an app) will be used on iPads when appropriate.
· Staff have full control of downloading apps through secure passwords to stop children accessing inappropriate apps.  
· All iPads are enrolled into lightspeed (mdm) and can be monitored at any time. 
· Teachers will monitor content of children’s iPads to ensure appropriate educational use at all times.

Policy Decisions
· All staff will read and sign the School Acceptable Use Policy before using any school ICT / Computing resources.
· Staff will promote the Online Safety rules for pupils.
· Parents will be asked to read the Online Safety rules for pupil access and discuss it with their child, where appropriate.
· Parents will be informed that pupils will be provided with supervised Internet access appropriate to their age and ability.
· When considering access for vulnerable members of the school community (such as with children with special education needs) the school will make decisions based on the specific needs and understanding of the pupil(s).
· The school will take all reasonable precautions to ensure that users access only appropriate material. However, due to the global and connected nature of Internet content, it is not possible to guarantee that access to unsuitable material will never occur via a school device. The school cannot accept liability for the material accessed, or any consequences resulting from Internet use.
· The use of computer systems without permission or for inappropriate purposes could constitute a criminal offence under the Computer Misuse Act 1990.
· Staff personal use of social networking, social media and personal publishing sites is discussed and safe and professional behaviour will be outlined in the Staff Code of Conduct.
· Methods to identify, assess and minimise risks will be reviewed regularly.
· Everyone in school is regularly made aware of Online Safety issues. 
· Emerging technologies will be examined for educational benefit and the Online Safety Leader will ensure that appropriate risk assessments are carried out before use in the school.
· The school will audit technology use to establish if the online safety policy is adequate and the implementation of the policy is appropriate.

Complaints
· Complaints about Internet misuse will be dealt with under the School’s complaints procedure.
· Any complaint about staff misuse will be referred to the Headteacher.
· The whistleblowing policy will be used.

Cyberbullying
· Cyberbullying (along with all other forms of bullying) of any member of the school community will not be tolerated. Full details are set out in the school’s policy on anti-bullying and behaviour.
· Pupils are fully aware of different forms of bullying, including cyber-bullying and prejudice-based bullying, and actively try to prevent it from occurring. Bullying in all its forms is rare and dealt with highly effectively.
· Pupils are taught to report anything that makes them feel uncomfortable in any way.
· Electronic communication must always be polite. There will be no swearing, racism, sexism, aggressive or unkind comments made.
· 
Responding to Online Incidents and Safeguarding Concerns
·  All members of the community will be made aware of the range of online risks that are likely to be encountered including sexting, online/cyber bullying etc. This will be highlighted within staff training and educational approaches for pupils.
· All members of the school/setting community will be informed about the procedure for reporting online safety concerns, such as breaches of filtering, sexting, cyberbullying, illegal content etc.
· The Designated Safeguarding Lead (DSL) will be informed of any online safety incidents involving child protection concerns, which will then be recorded.
· The DSL will ensure that online safety concerns are escalated and reported to relevant agencies.
· If there is a possibility that an offence has occurred then any equipment used should be isolated and left unused to preserve any evidence on the device.
· Complaints about Internet misuse will be dealt with under the School’s complaints procedure.
· Complaints about online/cyber bullying will be dealt with under the School’s anti-bullying policy and procedure
· Any complaint about staff misuse will be referred to the head teacher
· Any allegations against a member of staff’s online conduct will be discussed with the LADO (Local
· Authority Designated Officer).
· Pupils, parents and staff will be informed of the schools complaints procedure.
· Staff will be informed of the complaints and whistleblowing procedure.
· All  members of the school community will need to be aware of the importance of confidentiality and the need to follow the official school procedures for reporting concerns.
· All members of the school community will be reminded about safe and appropriate behaviour online and the importance of not posting any content, comments, images or videos online which cause harm, distress or offence to any other members of the school community.
· The school will manage online safety incidents in accordance with the school behaviour policy where appropriate.
· The school will inform parents/carers of any incidents of concern as and when required.
· After any investigations are completed, the school will debrief, identify lessons learnt and implement any changes as required.
· Where there is cause for concern or fear that illegal activity has taken or is taking place, then the school will contact Humberside Police.
· The use of computer systems without permission or for inappropriate purposes could constitute a criminal offence under the Computer Misuse Act 1990 and breaches will be reported to Humberside Police.
· If the school is unsure how to proceed with any incidents of concern, then the incident will be escalated to the Education Safeguarding Team.
· Parents and children will need to work in partnership with the school to resolve issues.

Personal Devices
· Mobile phones and personal devices are not permitted to be used in school by pupils.
· Staff should not take photographs of pupils on personal devices (mobile phones).

Storage
· Images of children that are to be stored will be done so on the school’s secure server.
· Children’s work will be stored on Google drive which is password protected, encrypted and can be accessed by pupils and staff only.

Online Communication and Safer Use of Technology
· The school will ensure that information posted on the school website meets the requirements identified by the Department for Education (DfE).
· The contact details on the website will be the school address, email and telephone number. Staff personal information will not be published.
· The head teacher will take overall editorial responsibility for online content published and ensure that the information is accurate and appropriate.
· Pupils work will be published with the permission of their parents/carers
· The administrator account for the school website will be safeguarded with an appropriately strong password.
· The school will post information about safeguarding, including online safety, on the school website.
· The school will ensure that all imaged and videos shared on the school website meets the school image use policy and permission from parents/carers is obtained.

Official use of Social Media
· Staff iPads are monitored and locked with a passcode.
· Staff iPads are linked to class twitter accounts, which feed into whole school twitter.
· The class teacher will take responsibility for publishing tweets from the class twitter account.
· Official tweeting will only take place within the school setting.
· Photographs uploaded through their class twitter will meet the schools photo permission slip.
· Teachers are aware of any child in their class who do not have photo permission forms signed and will not upload any image.
· Staff will not include the names of any children.
· Class twitter accounts are only used from school iPad and not personal devices. 
· Staff will use school provided email addresses to register for any social media channels.
· Staff will ensure that networking remains professional and make regular checks of followers.
· Any communication through Twitter Messaging Service is reported to the Online Safety Leader and logged.
· Any online publication on official social media sites will comply with the legal requirements of the Data Protection Act 1998.
· Information about safe and responsible use of social media channels will be communicated regularly to all members of the community.
· The Online Safety Leader will take responsibility in setting up, modifying and teacher-account reconciliation of official social media channels. 
· Public communications between teacher and parents is used using school communications policy.
Staff personal use of social media
· The safe and responsible use of social networking, social media and personal sites is discussed with all members of staff as part of their induction and regular staff training opportunities.
· Safe and professional behaviour will be outlined for all members of the school community in the school Acceptable Use Policy.
· Staff are advised not to communicate with or add to their network, any past or current pupils and family members via any social media channel. Any pre-existing relationships or exceptions may compromise this and should be discussed with the head teacher.
· Any communication from a parent, pupil or pupils family member must be reported to the Online Safety Lead.
· The Online Safety Lead will assess any communication from a parent, pupil or pupils family member and escalate if required to the head teacher.
· All members of staff are strongly advised to safeguard themselves on all social media sites by making their accounts private. This also includes being aware of location sharing services, privacy levels, opting out of public listings and keeping personal information private.
· Members of staff are not encouraged to identify themselves as employees of Yarborough Academy through social media.

Pupil Use of social media 
· Safe and responsible use of social media will be outlined for children and parents as part of the Acceptable Use Policy.
· All social media sites are blocked by default and will only be available to children after a thorough risk assessment carried out by class teachers. The Online Safety Leader will assess the educational benefits and monitoring facilities before opening any social media website/app up.
· Personal publishing on social media will be taught to pupils as part of a progressive education approach via age appropriate sites which have been risk assessed and approved for education purposes.
· Pupils will be advised not to meet any online friends without a parent/carer.
· Pupils will be advised on appropriate security on social media sites.
· Pupils will be advised to consider the risks of talking to unknown people.
· Pupils will be advised to speak to their class teacher if they feel unsafe online.
· Parents are regularly updated with the latest news in social media sites.
· Any concerns regarding pupils’ use of social networking at home will be dealt with in accordance with existing school policies including anti-bullying and safeguarding.

Use of Personal Devices and Mobile Phones
· Members of staff are forbidden to use personal laptops, PCs or tablets in school.
· Members of staff are not permitted to use their own personal phone or device to communicate with young people and their families within or outside of the school. Any pre-existing relationships, which could compromise this, will be discussed with the head teacher.
· The school employ a firewall and levels of access so that should personal devices be brought into school, they are unable to access school data and the Internet.
· Any electronic devices of all kinds that are brought in on site are the responsibility of the user and the school accepts no responsibility for the loss, theft or damage of such items.
· Mobile phones should be switched off or on silent and out of sight during lesson times except under exceptional circumstances which have been discussed by the Leadership Team.
· Staff must ensure they use their mobile phone in a way that does not bring the school or profession into disrepute.
· Bluetooth or other forms of communication should be hidden or switched off.
· The sending of abusive or inappropriate messages or content via mobile phones is forbidden by any member of the community and any breaches will be dealt with through the discipline policy.
· Members of staff will be issued with a work email address and encouraged to use the school telephone to make calls.
· Staff should not take photographs on their personal device under any circumstances.
· Staff should not use school apple Id’s and icloud facilities on their mobile devices to avoid photo sharing capabilities.



Pupils use of personal devices and mobile phones
· Pupils will be educated regarding the safe and appropriate use of personal devices.
· Any personal device brought into school should be switched off and handed to the office until the end of the school day. The office will keep a log and monitor the return of personal devices to its owner.
· If a pupil needs to contact his/her parents/carers they will be allowed to use a school phone, phoned and monitored by a member of staff.
· Any personal devices taken on out of school trips should be handed to a member of staff.
· Parents are to be informed should a child bring a personal device to school.

Visitors use of personal devices and mobile phones
· Visitors, parents/carers to the school must use mobile phones and personal devices in accordance with the school acceptable use policy.
· Use of mobile phones or personal devices by visitors and parents/carers to take photographs or video must take place in accordance with the photo permission slip.
· Visitors and parents/carers will be unable to access the school network.
 
Implementation
The school uses Online Safety programmes which include:
· Kidsmart: www.kidsmart.org.uk 
· Think U Know: www.thinkuknow.co.uk  
· CEOP: www.ceop.police.uk 
· All pupils, parents and staff are regularly reminded of Online Safety and themed weeks occur every term where Online Safety is further promoted.
· Staff are regularly trained in Online Safety.
· Digital leaders (trained pupils), disseminate Online Safety messages across all classrooms.
· Staff, visitors and pupils all have acceptable use agreements which are signed.

 Parents
· Parents’ attention will be drawn to the school Online Safety Policy in a specific letter and meetings for parents.
· Parents are informed via letter if their children are accessing social networking sites.
· Regular coffee mornings will be held with information for parents about keeping their child safe online.
· The school website will include useful information for parents and children along with this policy.

The school may exercise its right to monitor the use of the school’s information systems and Internet access, to intercept e-mail and to delete inappropriate materials where it believes unauthorised use of the school’s information system may be taking place, or the system may be being used for criminal purposes or for storing unauthorised or unlawful text, imagery or sound.

 



Staff Code of Conduct for ICT / Computing                       Acceptable Use Agreement
I understand that I must use school ICT systems in a responsible way, to ensure that there is no risk to my safety and security of the ICT systems and other users. I recognise the value and use of ICT for enhancing learning and will ensure that pupils receive opportunities to gain from the use of ICT. I will educate the young people in my care on the safe use of ICT and embed online safety in my work with young people.
 
Members of staff should consult the school’s Online Safety policy and Code of Conduct for further information and clarification. 
[bookmark: _GoBack]
·       I understand that it is a criminal offence to knowingly use a school ICT/Computing system for a purpose not permitted by its owner. 
· I appreciate that ICT/Computing includes a wide range of systems, including mobile phones, PDAs, digital cameras, email, social networking and that ICT/Computing use may also include personal devices when used for school business, in and out of school.
· I understand that school information systems are intended for educational use and not to be used for private purposes without specific permission from the head teacher. 
· I understand that my use of school information systems, Internet and email is monitored and recorded to ensure policy compliance. 
· I will respect system security and I will not disclose any password or security information to anyone other than an authorised system manager. 
· I will not access, copy, remove or otherwise alter any other user’s files, without their express permission.
· I will ensure that personal data is stored securely and is used appropriately, whether in school, taken off the school premises or accessed remotely. 
· I will ensure that when I take and/or publish images of others I will do so with their permission and in accordance with the Online Safety policy and staff code of conduct. I will not use my personal equipment to record these images. Where these images are published, it will not be possible to identify by name, or other personal information, those who are featured.
· Personal equipment must not be used to educate or photograph the children.
· Appropriate use of mobile phones is acceptable on educational visits to ensure the safety of the children.
· I will respect copyright, data protection and intellectual property rights. 
· I will take full responsibility of any academy equipment and treat it as though it were my own. 
· I understand that outside of school hours, academy equipment is not covered by the school’s insurance policy for loss, theft or damage. I will report any incidents to the Online Safety lead. 
· I will report any incidents of concern regarding children’s safety via the school’s reporting system. 
· I will ensure that electronic communications with pupils and parents are using the official school systems, compatible with my professional role, written in a professional tone and manner, and written so that they cannot be misunderstood or misinterpreted. 
· I will promote Online Safety with pupils in my care and will help them to develop a responsible attitude to system use, communications and publishing. 
· I will monitor pupil’s use of mobile technology and ensure all use is educational.
· I will report any pupils’ inappropriate use of technology e.g. cyberbullying, accessing social media etc. as per the online safety policy.
· I will not browse, download, upload or distribute any material that could be considered offensive, illegal or discriminatory. 
· I will ensure that my online activity, both in school and outside school, will not bring my professional role into disrepute and follows the expectations in the Online Safety policy.
· I will not give out my own personal details, such as mobile phone number, personal email address, personal Twitter account, or any other social media link, to pupils.
· I will immediately report any illegal, inappropriate, or harmful material or incident.
· I understand this forms part of the terms and conditions set out in my contract of employment. 
· I will ensure that I use a personal Apple ID for my own devices and a school Apple ID (my school email address) for my school device.
· I will ensure that photo sharing is turned off between school and personal devices.
· I will ensure that school social media accounts are only accessible through work IT devices.
· I will not use personal electronic devices (including smart watches) in public areas of the academy during school hours, except in the staff room.
· Academy equipment that is used outside academy premises, for example laptops/macbooks/ipads, should be in school every day and should be returned to the academy when the employee leaves employment or if requested to do so by the Headteacher. 
•	I understand that if I fail to comply with this Acceptable Use Policy Agreement, I could be subject to disciplinary action.  This could include a warning, a suspension, referral to Governors  and / or the Local Authority and in the event of illegal activities the involvement of the police.


Name _______________________________________		


Signed ____________________________			Date ________________________

Online Safety at Yarborough Academy
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We only use the internet when an adult is with us. 

We only search with Safe web browsers.

We close any webpage we don’t like IMMEDIATELY.

We only email people our teacher has approved.

We always send communications that are polite and friendly.

We never give out our home address, phone number, passwords or any other personal details.

We never arrange to meet anyone we don’t know.

We never open e-mails sent by someone we don’t know.

We never use internet chat rooms.

We tell our teacher if we see something that upsets us.
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Pupil Acceptable Use Agreement and Online Safety Rules

· I will only use IT in school for school purposes. 
· I will not bring any devices from home. If I bring a phone, I will hand it to the Office and collect it at the end of the day.
· I will only use my class Google account to access sites as directed by my teacher. 
· I will not log into my e-mail in school.
· I will not tell other people my passwords.
· I will only open/delete my own files.
· I will make sure that all online contact with other children and adults is responsible, polite and sensible.
· I will not deliberately look for, save or send anything that could be unpleasant or nasty.   If I accidentally find anything like this I will tell my teacher immediately. 
· I will not give out my personal details such as my name, phone number or home address.  I will not arrange to meet someone unless this is part of a school project approved by my teacher and a responsible adult comes with me.
· I will be responsible for my own behaviour when using IT because I know that these rules are to keep me safe.
· I will support the school approach to online safety and not deliberately upload or add any images, video, sounds or text that could upset any member of the school community.
· I understand that most social networking sites have a minimum age of 13 years old and will tell my parent/carer if I have a social network account.
· I know that my use of IT can be checked and that my parent/ carer will be contacted if a member of school staff is concerned about my online safety. 
· I will use the computer, network, tablets, Internet access and other new technologies in a responsible way at all times.   
· If I see something online that makes me feel uncomfortable, I will report it to an adult.
· I know that network and Internet access will be monitored. 

_________________________________________________________________________________

Dear Parent/Carer

The use of IT including the internet, e-mail, mobile, social networking etc. has become a crucial part of learning and we want all pupils to be safe and responsible while using these valuable resources. 

Please discuss these Online Safety rules with your child and return the slip at the bottom of this page. If you have any concerns or would like some explanation please contact Mrs Cox or Mr Ives.







Parent/Carer signature

We have discussed this and ……………………………………..........(child’s name) agrees to follow the Online Safety rules 

and to support the safe use of IT at Yarborough Academy.


Parent/Carer signature …….………………….…………………………………… 


Child’s class ………………………………….  Date ……………………………… 
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